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(57) ABSTRACT

Embodiments of the invention relate to systems, methods,
and computer program products for providing e-receipts to
customers. Embodiments receive authorization from a cus-
tomer for the customer to be enrolled in a point of transaction
e-receipt communication program; receive transaction data
corresponding to at least one transaction performed by the
customer at a point of transaction of a merchant; and initiate
communication, to the customer, of an e-receipt based at least
in part on the received transaction data. Some embodiments
receive authorization from a plurality of enrolling merchants
for enrollment in the point of transaction e-receipt commu-
nication program; and build a cooperating merchant list com-
prising information corresponding to a plurality of cooperat-
ing merchants cooperating with a financial institution
implementing the point of transaction e-receipt communica-
tion program.
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200

RECEIVING AN UNSTRUCTURED E-RECEIPT FROM A FINANCIAL INSTITUTION, THE
UNSTRUCTURED E-RECEIPT COMPRISING PARAMETERS OF AN ONLINE BANKING
TRANSACTION (E.G., DETERMINE PARTIES ASSOCIATED WiTH TRANSACTION,
DETERMINES ACCOUNT NUMBERS, DETERMINE AMOUNT, OR THE LIKE)

202

v

IDENTIFY UNSTRUCTURED DATA ASSOCIATED WITH THE PARAMETERS (E.G.,
204 DETERMINE AN IDENTITY OF A FINANCIAL INSTITUTION PROVIDING THE DATA,
DETERMINE KEYWORDS IN THE UNSTRUCTURED DATA, AND THE LIKE)

A 4

206 CONVERT THE UNSTRUCTURED DATA INTO STRUCTURED DATA

4

GENERATE A STRUCTURED E-RECEIPT FOR THE ONLINE BANKING TRANSACTION
USING AT LEAST THE STRUCTURED DATA

208

DETERMINE A TRANSACTION AT A FINANCIAL INSTITUTION CORRESPONDING TO THE

210 STRUCTURED E-RECEIPT
\ 4
219 ASSOCIATE THE STRUCTURED E-RECEIPT WITH THE TRANSACTION AT THE FINANCIAL
INSTITUTION
¥
214 PROVIDE THE STRUCTURED E-RECEIPT TO A CUSTOMER OR TO A THIRD PARTY ON

BEHALF OF THE CUSTOMER

FIG. 2
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300\ 302 306
FINANCIAL INSTITUTION NAME DATE
YOUR ONLINE TRANSFER OF $XXX.XX TO XXXXXXX (ACCOUNT HOLDER OF ACCOUNT
# XXXXXXX) WAS SUCCESSFULLY COMPLETED ON XX/XX/XXXX
TRANSFER DETAILS
304 AMOUNT SOOXX
308 RECIPIENT XXXXXXX
310 REMAINING BALANCE XXX XX
312 MEMO RENT
EVERY
314 FREQUENCY OF OCCURRENCE MONTH
WE NOTICED THAT YOU REGULARLY TRANSFER $XXX.XX TO THIS RECIPIENT ONCE A
MONTH. WOULD YOU LIKE TO:
(A) SCHEDULE AN AUTOMATIC PAYMENT?
(B) CATEGORIZE THIS TRANSFER IN YOUR ONLINE BUDGET?
RETURN TO TRANSFERS PAGE

” FIG. 3
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400 402 4
. / 10 404 412 414 06
. / . e
ACCOUNTS TRANSFERS CUSTOMER SERVICE
? | DATE DESCRIPTION AMOUNT BALANCE
108 PROCESSING = TRANSFER TO ACCT # XXXX XX XX XXX XX
PROCESSING CREDIT FROM ACCT # XXXX XXXX XXX XX
X PROCESSING EXTERNAL TRANSFER XXXX XXX XX
416
XXIXXIXXXX TRANSFER TO ACCT # XXXX XX XX XXX XX
XXIXXIXXXX ONLINE PAYMENT XX XX XXX XX
XXXXIXXXX TRANSFER TO ACCT # XXXX XX XX XXX XX
YXXIXXIXXXX TRANSFER TO ACCT # XXXX XX XX XXX XX
XXIXXIXXXX EXTERNAL TRANSFER YX XX XXX XX
XXIXXIXXXX CREDIT FROM ACCT # XXXX XX XX XXX XX
XXIXXIXXXX TRANSFER TO ACCT # XXXX XX XX XXX XX
INFORMATION ON SELEGTED TRANSACTION
418" WE HAVE DETERMINED THAT THE EXTERNAL TRANSFER (CREDIT) OF XX.XX THAT IS
CURRENTLY PENDING WAS TRANSFERRED FROM FINANCIAL INSTITUTION X. THE
METADATA FROM FINANCIAL INSTITUTION X INDICATES THAT THE TRANSFEROR INPUT A
MEMO OF “FOR BIRTHDAY”

FIG. 4
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500
502 RECEIVE AUTHORIZATION FROM A CUSTOMER FOR THE CUSTOMER TO BE ENROLLED
IN A POINT OF TRANSACTION E-RECEIPT COMMUNICATION PROGRAM
4
504 RECEIVE TRANSACTION DATA CORRESPONDING TO AT LEAST ONE TRANSACTION
PERFORMED BY THE CUSTOMER AT A POINT OF TRANSACTION OF A MERCHANT
Y
506 INITIATE COMMUNICATION, TO THE CUSTOMER, OF AN E-RECEIPT BASED AT LEAST IN
PART ON THE RECEIVED TRANSACTION DATA

FIG. 5
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600

ACCESS A COOPERATING MERCHANT LIST INCLUDING INFORMATION CORRESPONDING
602 TO A PLURALITY OF MERCHANTS COOPERATING WITH A FINANCIAL INSTITUTION
IMPLEMENTING THE POINT OF TRANSACTION E-RECEIPT COMMUNICATION PROGRAM

A4
FOR EACH OF THE PLURALITY OF COOPERATING MERCHANTS, REQUEST
AUTHORIZATION FROM THE CUSTOMER FOR TRANSACTION DATA ASSOCIATED WITH
604 ANY TRANSACTIONS PERFORMED BY THE CUSTOMER AT THE COOPERATING
MERCHANT TO BE COMMUNICATED TO THE FI FOR THE PURPOSE OF PROVIDING E-
RECEIPTS TO THE CUSTOMER

|
v

RECEIVE AUTHORIZATION FROM A PLURALITY OF ENROLLING MERCHANTS FOR
ENROLLMENT IN THE POINT OF TRANSACTION E-RECEIPT COMMUNICATION PROGRAM

606

BUILD, BASED ON THE ENROLLING MERCHANTS, THE COOPERATING MERCHANT LIST

608 INCLUDING INFORMATION CORRESPONDING TO THE COOPERATING MERCHANTS

FIG. 6
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700

702 RECEIVE CUSTOMER IDENTIFICATION INFORMATION FROM THE MERCHANT

ACCESS A PARTICIPATING CUSTOMER LIST INCLUDING INFORMATION
704 CORRESPONDING TO A PLURALITY OF CUSTOMERS PARTICIPATING IN THE POINT OF
TRANSACTION E-RECEIPT COMMUNICATION PROGRAM

h 4

DETERMINE WHETHER THE RECEIVED CUSTOMER IDENTIFICATION INFORMATION
706 CORRESPONDS TO ANY OF THE PLURALITY OF CUSTOMER IN THE PARTICIPATING
CUSTOMER LIST

A 4

IF SO, INITIATE COMMUNICATION OF A CONFIRMATION MESSAGE TO THE MERCHANT
708 INDICATING TO THE MERCHANT THAT THE CUSTOMER IS PARTICIPATING IN THE POINT
OF TRANSACTION E-RECEIPT COMMUNICATION PROGRAM

FIG. 7
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800
AN
AN
Y
802 RECEIVE CUSTOMER IDENTIFICATION INFORMATION (E.G., LOYALTY CARD
INFORMATION)
v
804 DETERMINE AN IDENTITY OF THE CUSTOMER BASED ON THE RECEIVED CUSTOMER
IDENTIFICATION INFORMATION
v
806 ASSOCIATE RECEIVED TRANSACTION DATA WITH THE IDENTITY OF THE CUSTOMER
808 GENERATE AN E-RECEIPT BASED ON THE ASSOCIATED TRANSACTION DATA AND
IDENTITY OF THE CUSTOMER

FIG. 8
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PROVIDING E-RECEIPTS TO CUSTOMERS

BACKGROUND

Financial institutions desire to provide appropriate and
helpful guidance to customers regarding their financial
affairs. One way that financial institutions assist customers is
by facilitating online banking transactions, such as online
transfers, online bill pays, purchases of stocks or bonds, and
other types of online banking transactions. Financial institu-
tions are continually seeking new and innovative methods of
improving the customer experience, including the customer
experience of online banking transactions.

SUMMARY

The following presents a simplified summary of one or
more embodiments of the invention in order to provide abasic
understanding of such embodiments. This summary is not an
extensive overview of all contemplated embodiments, and is
intended to neither identify key or critical elements of all
embodiments, nor delineate the scope of any or all embodi-
ments. [ts sole purpose is to present some concepts of one or
more embodiments in a simplified form as a prelude to the
more detailed description that is presented later.

According to an embodiment of the invention, a financial
institution system for providing e-receipts to customers
includes a computer apparatus including a processor and a
memory; and a software module stored in the memory, com-
prising executable instructions that when executed by the
processor cause the processor to receive authorization from a
customer for the customer to be enrolled in a point of trans-
action e-receipt communication program; receive transaction
data corresponding to at least one transaction performed by
the customer at a point of transaction of a merchant; and
initiate communication, to the customer, of an e-receipt based
at least in part on the received transaction data.

In some embodiments, the executable instructions further
cause the processor to request authorization from the cus-
tomer for the customer to be enrolled in the point of transac-
tion e-receipt communication program.

Insome embodiments, the transaction data is received as an
e-receipt generated by the merchant and based on the at least
one transaction performed by the customer at the point of
transaction of the merchant.

In some embodiments, the executable instructions further
cause the processor to access a cooperating merchant list
comprising information corresponding to a plurality of mer-
chants cooperating with a financial institution implementing
the point of transaction e-receipt communication program;
and for each of the plurality of cooperating merchants,
request authorization from the customer for transaction data
associated with any transactions performed by the customer
at the cooperating merchant to be communicated to the finan-
cial institution for the purpose of providing e-receipts to the
customer.

In some embodiments, the customer’s authorization for the
customer to be enrolled in the point of transaction e-receipt
communication program is received from an online banking
session of the customer.

In some embodiments, the customer’s authorization for the
customer to be enrolled in the point of transaction e-receipt
communication program is received from a mobile applica-
tion session of the customer.

In some embodiments, the executable instructions further
cause the processor to receive authorization from a plurality
of'enrolling merchants for enrollment in the point of transac-
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tion e-receipt communication program; and build, based at
least in part on the plurality of enrolling merchants, a coop-
erating merchant list comprising information corresponding
to a plurality of cooperating merchants cooperating with a
financial institution implementing the point of transaction
e-receipt communication program.

In some embodiments, the executable instructions further
cause the processor to receive customer identification infor-
mation from the merchant; access a participating customer
list comprising information corresponding to a plurality of
customers participating in the point of transaction e-receipt
communication program; determine whether the received
customer identification information corresponds to any of the
plurality of customers in the participating customer list; if so,
initiate communication of a confirmation message to the mer-
chant indicating to the merchant that the customer is partici-
pating in the point of transaction e-receipt communication
program; and wherein the transaction data is received from
the merchant in response to the merchant receiving the con-
firmation message.

In some embodiments, the executable instructions further
cause the processor to receive customer identification infor-
mation comprising loyalty account information from the mer-
chant; determining an identity of the customer based at least
in part on the loyalty account information received from the
merchant; and wherein initiating communication of the e-re-
ceiptto the customer is based at least in part on the determined
identity of the customer.

In some embodiments, the transaction data corresponds to
a cash transaction performed by the customer with the mer-
chant and wherein the executable instructions further cause
the processor to receive identification information corre-
sponding to an identity of the customer; associate the trans-
action data with the identity of the customer; generate the
e-receipt based on the associated transaction data and identity
of'the customer; and wherein initiating communication of the
e-receipt to the customer is based at least in part on the
determined identity of the customer.

In some embodiments, initiating communication of the
e-receipt to the customer comprises initiating communication
of the e-receipt to an email address associated with the cus-
tomer, to an online banking repository associated with the
customer and to a mobile application repository associated
with the customer.

In some embodiments, the executable instructions further
cause the processor to receive, from an online banking session
of'the customer, a request for an e-receipt associated with the
at least one transaction; and wherein initiating communica-
tion of the e-receipt to the customer is in response to receiving
the request.

In some embodiments, the executable instructions further
cause the processor to receive, from a mobile application
session of the customer, a request for an e-receipt associated
with the at least one transaction; and wherein initiating com-
munication of the e-receipt to the customer is in response to
receiving the request.

According to an embodiment of the invention, a computer
program product for generating an e-receipt for an online
banking transaction, the computer program product compris-
ing a non-transitory computer readable storage medium hav-
ing computer readable program code embodied therewith, the
computer readable program code comprising a computer
readable program code configured to receive authorization
from a customer for the customer to be enrolled in a point of
transaction e-receipt communication program; receive trans-
action data corresponding to at least one transaction per-
formed by the customer at a point of transaction of a mer-
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chant; and initiate communication, to the customer, of an
e-receipt based at least in part on the received transaction
data.

In some embodiments, the computer readable program
code is further configured to request authorization from the
customer for the customer to be enrolled in the point of
transaction e-receipt communication program.

Insome embodiments, the transaction data is received as an
e-receipt generated by the merchant and based on the at least
one transaction performed by the customer at the point of
transaction of the merchant.

In some embodiments, the computer readable program
code is further configured to access a cooperating merchant
list comprising information corresponding to a plurality of
merchants cooperating with a financial institution imple-
menting the point of transaction e-receipt communication
program; and for each of the plurality of cooperating mer-
chants, request authorization from the customer for transac-
tion data associated with any transactions performed by the
customer at the cooperating merchant to be communicated to
the financial institution for the purpose of providing e-re-
ceipts to the customer.

In some embodiments, the customer’s authorization for the
customer to be enrolled in the point of transaction e-receipt
communication program is received from an online banking
session of the customer.

In some embodiments, the customer’s authorization for the
customer to be enrolled in the point of transaction e-receipt
communication program is received from a mobile applica-
tion session of the customer.

According to an embodiment of the invention, a method for
providing an e-receipt to a customer includes receiving, at a
processor of a financial institution system, authorization from
a customer for the customer to be enrolled in a point of
transaction e-receipt communication program; receiving, at
the processor of the financial institution system and from a
merchant, transaction data corresponding to at least one trans-
action performed by the customer at a point of transaction of
a merchant; and initiating communication, by the processor
of the financial institution system and to the customer, of an
e-receipt based at least in part on the received transaction
data.

Other aspects and features, as recited by the claims, will
become apparent to those skilled in the art upon review of the
following non-limited detailed description of the invention in
conjunction with the accompanying figures.

BRIEF DESCRIPTION OF THE DRAWINGS

Having thus described embodiments of the invention in
general terms, reference will now be made to the accompa-
nying drawings, which are not necessarily drawn to scale, and
wherein:

FIG. 1 is a diagram of an operating environment according
to one embodiment of the present invention for retrieval of
electronic communications relating to customer purchase
transactions, parsing of data within such electronic commu-
nications into structured data, and inclusion of such data into
online banking;

FIG. 2 provides a high level process flow illustrating a
method of providing an e-receipt for an online banking trans-
action, in accordance with one embodiment of the present
disclosure;

FIG. 3 is an exemplary embodiment of an e-receipt asso-
ciated with the method, in accordance with embodiments of
the disclosure;
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FIG. 4 is an exemplary embodiment of an account register
associated with the method, in accordance with embodiments
of the disclosure;

FIG. 5 is a flowchart illustrating a method for providing
e-receipts to customers, in accordance with embodiments of
the disclosure;

FIG. 6 is a flowchart illustrating a method for providing
e-receipts to customers, in accordance with embodiments of
the disclosure using a cooperating merchant list;

FIG. 7 is a flowchart illustrating a method for providing
e-receipts to customers, in accordance with embodiments of
the disclosure using a participating customer list; and

FIG. 8 is a flowchart illustrating a method for providing
e-receipts to customers, in accordance with embodiments of
the disclosure based on customer identity.

DETAILED DESCRIPTION OF EMBODIMENTS
OF THE INVENTION

Embodiments of the present disclosure now may be
described more fully hereinafter with reference to the accom-
panying drawings, in which some, but not all, embodiments
of the disclosure are shown. Indeed, many different forms
may be possible and the disclosure should not be construed as
limited to the embodiments set forth herein; rather, these
embodiments are provided so that this disclosure may satisfy
applicable legal requirements. Like numbers refer to like
elements throughout.

Where possible, any terms expressed in the singular form
herein are meant to also include the plural form and vice
versa, unless explicitly stated otherwise. Also, as used herein,
the term “a” and/or “an” shall mean “one or more,” even
though the phrase “one or more” is also used herein. Further-
more, when it is said herein that something is “based on”
something else, it may be based on one or more other things
as well. In other words, unless expressly indicated otherwise,
asused herein “based on” means “based at least in part on” or
“based at least partially on.” It should also be understood that
while some embodiments describe the methods or products as
comprising one or more elements, the methods or elements
may also consist of or consist essentially of the elements
disclosed herein.

Furthermore, the term “product” or “account” as used
herein may include any financial product, service, or the like
that may be provided to a customer from an entity that sub-
sequently requires payment. A product may include an
account, credit, loans, purchases, agreements, or the like
between an entity and a customer. The term “relationship” as
used herein may refer to any products, communications, cor-
respondences, information, or the like associated with a cus-
tomer that may be obtained by an entity while working with a
customer. Customer relationship data may include, but is not
limited to addresses associated with a customer, customer
contact information, customer associate information, cus-
tomer products, customer products in arrears, or other infor-
mation associated with the customer’s one or more accounts,
loans, products, purchases, agreements, or contracts that a
customer may have with the entity.

In the past few years, there has been an increase in the
amount of electronic information provided by merchants to
customers regarding purchase of products and services. Inthe
online purchase context, various electronic communications
may be provided to the customer from the merchant relative to
a purchase. For example, the merchant may provide the cus-
tomer an electronic order confirmation communication fol-
lowing an online purchase. The order confirmation may be
sent to the customer’s computer and displayed in a web
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browser application. The web browser application typically
allows the customer to print a hard copy of the order confir-
mation and to save the confirmation electronically. The mer-
chant will also typically send an email containing the order
confirmation to the customer’s designated email account. The
order confirmation is essentially an e-receipt for the online
purchase. The order confirmation includes detailed informa-
tion regarding the products or services purchased. For
example, in the case of a product, the order confirmation may
include stock keeping unit “SKU” code level data, as well as
other parameters, such as order number, order date, product
description, product name, product quantity, product price,
product image, hyperlink to the product image on merchant
website, sales tax, shipping cost, order total, billing address,
shipping company, shipping address, estimated shipping
date, estimated delivery date, tracking number, and the like.
The order confirmation also includes information about the
merchant, such as name, address, phone number, web
address, and the like. For most online transactions, the mer-
chant will send at least one second communication confirm-
ing shipment of the order. The order shipment confirmation is
typically also sent via email to the customer and typically
includes the same information as the order confirmation, and
in addition, shipping date, tracking number, and other rel-
evant information regarding the order and shipment param-
eters.

Many merchants now also provide e-receipts to customers
shopping at brick and mortar locations. In general, at the point
of'sale, the customer may have previously configured or may
be asked at the time of sale as to whether she wishes to receive
an e-receipt. By selecting this option, the merchant will send
an electronic communication in the form of an e-receipt to the
customer’s designated email address. Here again, the e-re-
ceipt will typically include a list of services and/or products
purchased with SKU level data, and other parameters, as well
as information about the merchant, such as name, address,
phone number, store number, web address, and the like.

Various merchants now also provide online customer
accounts for repeat customers. These online customer
accounts may include purchase history information associ-
ated with the customer accessible by the customer via ID and
passcode entry. Purchase history provides detailed informa-
tion about services and products purchased by the customer
including information found on order confirmations and ship-
ping confirmations for each purchase. Online customer
accounts are not limited to online purchases. Many merchants
also provide online customer accounts for customers that
purchase services and products at brick and mortar locations
and then store these transactions in the customer’s online
account.

For the most part, order confirmations, shipping confirma-
tions, e-receipts, and other electronic communications
between merchants and customers are used only by the cus-
tomer as proof of purchase and for monitoring receipt of
purchased items (i.e., for archival purposes). However, there
is significant data that can be gleaned from this electronic
information for the benefit of the customer, so that the cus-
tomer may have detailed information regarding purchase his-
tory, spending, and the like.

Another development in the past few years has been the
growth of online banking, whereby financial institution cus-
tomers, (such as bank and credit card customers), may view
financial account transaction data, perform online payments
and money transfers, view account balances, and the like.
Many current online banking applications are fairly robust
and provide customers with budgeting tools, financial calcu-
lators, and the like to assist the customer to not only perform
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and view financial transaction data, but also to manage
finances. A current drawback with online banking is that
transactional level detail for a given purchase by the customer
is limited. Despite the large amount of information sent by
merchants to customers regarding purchases, merchants cur-
rently do not provide purchase details to financial institutions.
The only information provided to the financial institution is
information about the merchant and an overall transaction
amount. For example, if a financial institution customer pur-
chases several clothing items from a merchant and uses a
financial institution debit card, credit card or check, all that is
provided to the financial institution is the merchant informa-
tion and overall purchase. Product level detail that is present
on the receipt provided to the customer by the merchant is not
provided to the financial institution.

The lack of detailed information regarding a given trans-
action in the online banking environment limits a customer’s
ability to ascertain a larger picture of purchase history and
financial transaction information. As a first example, if a
customer makes several purchases within a short time period
with a particular merchant, all that the customer will see in
online banking for each purchase is an overall dollar amount,
the merchant name, and date of the purchase transaction. If
the customer cannot recall what a particular purchase was for
or whether it was a legitimate transaction, the customer can-
not view details regarding the purchase via online banking to
aid in the inquiry. Instead, the customer must locate and
review receipts from the purchases and match them by date
and/or total purchase amount to online banking data to per-
form such analysis.

Lack of detailed purchase information also hinders use of
other financial tools available to the customer in online bank-
ing, such as budget tools. In general, budget tools divide
expenses into various categories, such as food, clothing,
housing, transportation, and the like. It is typically advanta-
geous to provide such budget tools with online banking infor-
mation to populate these various categories with spend infor-
mation. However, this is difficult where specifics regarding a
purchase made by the merchant (such as SKU level data) are
not provided by the merchant to the financial institution for a
given financial transaction. As many stores provide a wide
variety of services and products, such as in the case of a “big
box” store that provides groceries, clothing, house hold
goods, automotive products, and even fuel, it is not possible to
dissect a particular purchase transaction by a customer at the
merchant for budget category purposes. For this reason, many
current online budgeting tools may categorize purchases for
budgeting by merchant type, such as gas station purchases are
categorized under transportation and grocery store purchases
are categorized under food, despite that in reality, the pur-
chase at the gas station may have been for food or the pur-
chase at the grocery store could have been for fuel. Alterna-
tively, some budget tools may allow a customer to parse the
total amount of a purchase transaction between budget cat-
egories by manually allocating amounts from the purchase
transaction between each budget category. This requires
added work by the customer and may be inaccurate if the
customer is not using the receipt in making such allocations.

Customer cash purchases are also problematic for integra-
tion of customer purchase transactions into online banking. In
a cash transaction, the customer may initially withdraw cash
from a financial account and then use the money for a pur-
chase. In this instance, the customer’s online banking will
have no information whatsoever regarding the purchase trans-
action with a merchant, as there is no communication regard-
ing the purchase transaction between the financial institution
and the merchant. For example, if the customer uses cash to
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purchase fuel at a gas station, the financial institution has no
way of determining that the purchase transaction occurred
and cannot use such information for notifying customer of
spending or budgeting regarding the fuel purchase.

As described above, currently financial institutions are not
provided with detailed transaction level information regard-
ing a purchase transaction by a customer from a merchant
beyond merchant information and overall transaction price
for inclusion in online banking. While detailed data (such as
SKU level data) is provided to the customer via receipts, such
information is not provided by the merchant to the financial
institution. The information is available to the customer but
not integratable into a customer’s online banking for efficient
and increased beneficial use of the information. Currently, a
customer must retain her receipts and manually compare such
receipts with online purchase transaction data to obtain an
understanding of the details of a given purchase transaction.

In light of the above, the current invention contemplates
use of e-receipt data and other electronic communication data
between a merchant and customer regarding a transaction in
order to augment purchase transaction data in online banking.
The general concept is to retrieve such electronic communi-
cations from the customer, parse the data in these electronic
communications, and associate the data from the electronic
communications with the corresponding online purchase
transaction data.

An initial barrier to integration of electronic communica-
tion data received by a customer from a merchant regarding a
purchase transaction for inclusion into online banking is data
format. Online banking data is in a structured form. Financial
institutions currently use a data structure conforming to Open
Financial Exchange “OFX” specifications for the electronic
exchange of financial data between financial institutions,
businesses and customers via the Internet. E-receipts, such as
electronic order confirmations, shipment confirmation,
receipts, and the like typically do not comply to a uniform
structure and are generally considered to include data in an
“unstructured” format. For example, while one merchant may
provide data in an electronic communication to a customer in
one format, another merchant may use a completely different
format. One merchant may include merchant data at the top of
a receipt and another merchant may include such data at the
bottom of a receipt. One merchant may list the purchase price
for an item on the same line as the description of the item and
list the SKU number on the next line, while another merchant
may list the data in a completely opposite order. As such, prior
to integration of electronic communications relating to cus-
tomer purchases into online banking, the data from such
electronic communications must be parsed into a structured
form.

FIG.1is a diagram of an operating environment 10 accord-
ing to one embodiment of the present disclosure relating to
determining parameters for online banking transactions,
parsing of data within such online banking transactions into
structured data, and generation of e-receipts that may be used
by the customer. As illustrated a customer maintains one or
more computing devices 12, such as a PC, laptop, mobile
phone, tablet, television, or the like that is network enabled
for communicating across a network 14, such as the Internet,
wide area network, local area network, Bluetooth network,
near field network, or any other form of contact or contactless
network. Also, one or more network-enabled online banking
systems 26 and merchant computing systems 16 may be in the
operating environment.

The online banking system 26 is configured to initiate
and/or process online banking transactions such as transac-
tions between banks or other financial institutions, transac-
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tions between accounts within a financial institution, or the
like. For example, the system may be configured to initiate
and/or process online banking transactions such as transfer
requests, transfer confirmations, online bill pay requests,
online bill pay confirmations, retirement account contribu-
tions or withdrawals, purchase and/or redemption of equities
such as stocks, bonds, or certificates of deposit, or the like.
While transfers such as EFT transfers, online transfers, P2P
transfers, or others will primarily be discussed, it should be
understood that other types of online banking transactions
may be initiated and/or processed, e.g., an e-receipt gener-
ated, using the system as disclosed herein.

In general, the online banking computing system will
monitor actions of a customer on an online portal such as a
financial institution website, email account, customer
accounts page, or mobile device application. When the sys-
tem determines that an online banking transaction has
occurred, the system may automatically or on request gener-
ate a structured e-receipt to provide information, records, and
convenience to the customer. In some embodiments, the sys-
tem evaluates unstructured e-receipts that have been gener-
ated by financial institutions, such as in comma delimited,
text, or OFX format, in order to extract data from the e-re-
ceipts. The system may be linked to one or more financial
institutions via the network 14. In an embodiment, the online
banking computing system 26 connects to a financial institu-
tion server, such as the merchant computing system 16. In the
context of a transfer between two financial institutions, the
system may connect to multiple merchant computing systems
16 in order to receive data and/or metadata associated with the
online banking transaction from both the transferor and the
recipient.

In the context of an online purchase experience, the mer-
chant computing system 16 may be one or more financial
transaction servers that, either individually or working in
concert, are capable of providing web pages to a customer via
the network 14, receiving purchase orders for products, such
as stocks or bonds, selected by the customer, communicating
with the customer and third party financial institutions to
secure payment for the order, and transmitting order confir-
mation, and possibly confirmation information, to the cus-
tomer via the network 14 regarding the transaction. In the
context of an on-line purchase, the merchant computing sys-
tem 16 may include a software product for scanning or receiv-
ing information about products or services being purchased
by the customer and communicating with the customer and
third party financial institutions to secure payment for the
order. Either the customer computing device or a connected
merchant server may be used to communicate order confir-
mation or purchase confirmation information to the customer
related to the purchase transaction. If the customer has an
online account with the merchant, the merchant computing
system may also log the transaction information into the
customer’s online account.

In some embodiments, the merchant computing system
will provide the customer with information relating to the
transaction. In the context of an online purchase, the commu-
nications may take the form of purchase order confirmations
provided as a web page or as an email or as both. In some
embodiments, the merchant computing system may provide a
web page purchase order confirmation and advise the cus-
tomer to either print, electronically save, or book mark the
confirmation web page. The order confirmation includes
detailed information regarding the products or services pur-
chased, such as for example, in the case of a product, equity
name, price per share, asset allocation category, an analysis of
the customer’s asset allocation, historical price data for the
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equity, appreciation, SKU code level data, as well as other
parameters associated with the product, such as type/cat-
egory, size, color, and the like, as well purchase price infor-
mation, information associated with the merchant, and the
like. The merchant computing system may also send other
subsequent communications, such as communications con-
firming completion of the order, which typically includes the
same information as the purchase order confirmation, and in
addition, completion date, tracking number, and other rel-
evant information regarding the order. In the context of an
in-store purchase, the merchant computing system may send
an e-receipt comprising information similar to that of the
purchase order confirmation. In some instances, the customer
may actually receive a paper receipt, which the customer may
choose to scan into an electronic form and save in a storage
device associated with the customer computing device 12.

For a plurality of different transactions, a customer may
include online banking transaction related data (e.g., transfer
confirmations, transfer requests, online bill pay, scanned
receipts, typed or handwritten notes, invoices, bills of sale,
and the like) in various locations and in various forms. The
transfer related data could be stored in a storage device asso-
ciated with the customer computing device 12, or in an email
server 18, or in a customer’s account at the online banking
computing system 26. Furthermore, as mentioned, in some
embodiments at least a part of the online banking transaction
related information is in an unstructured format. Each finan-
cial institution may use a customized reporting format for the
online banking transactions, whereby various data relating to
the transaction may be placed in different sequences, differ-
ent locations, different formats, and the like for a given finan-
cial institution. Indeed, a given financial institution may even
use different data formatting and structuring for different
communications with the customer (e.g., transfer confirma-
tion, transfer request, online bill pay, equity purchase via a
broker, online customer account information, and the like).

In some embodiments, the financial institution may aggre-
gate transaction data from a variety of sources in addition to
receiving transaction data directly from merchants. To aggre-
gate and structure data related to online banking transactions,
the operating environment further comprises an aggregation
computing system 20. The aggregation computing system is
operatively connected to at least one of the customer comput-
ing device 12, the merchant computing system 16, the online
banking computing system 26, and the email server 18 via the
network 14. The aggregation computing system is configured
to initially search and locate electronic communications asso-
ciated with online banking transactions made by the cus-
tomer, in for example, the customer’s email, computer stor-
age device, online accounts, and the like. For this purpose, the
system may optionally include an authentication/authoriza-
tion computing system 22 that comprises security IDs and
passwords and other security information associated with the
customer for accessing customer’s email, storage devices,
and customer online accounts.

Regarding online banking transaction parameter extrac-
tion, aggregation computing system 20 initially gains access
to the customer’s online banking accounts, email accounts,
and the like and retrieves metadata such as message bodies
and headers comprising data fields related to the online bank-
ing transaction, such as recipient, amount, date/time sent,
notes, and the like. In some embodiments, the aggregation
computing system accesses the metadata directly. In other
embodiments, the aggregation computing system may run
search queries of the customer’s email account or financial
institution database based on known transaction types and/or
phrases associated with online banking transactions, such as
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“receipt,” “transfer confirmation,” “transfer request,” or the
like. In some embodiments, the aggregation computing sys-
tem 20 gains access to a customer’s email or accounts infor-
mation in order to review e-receipts that are generated by
financial institutions or other parties related to the online
banking transaction. The email or accounts information may
also include metadata or keywords that are extracted by the
system. Once the keywords metadata are extracted, further
filtering may occur to locate relevant online banking transac-
tions. Examples of further filtering may be searches based on
known online financial institutions, third parties known to
conduct online transactions with the customer, text in the
metadata that corresponds to known online banking transac-

tion text, such as the text “transfer,” “order,” “ordered,”

29 2 <

“request,” “payment,” “bill,” “invoice,” “confirmed,” “confir-
mation,” “notification,” “receipt,” “e-receipt,” “ereceipt,”
“return,” “pre-order,” “pre-ordered,” “tracking,” ““on its way,”

“received,” “fulfilled,” “successful,” and the like.

Based on the email, online account, and/or metadata analy-
sis, the data associated with the online banking transaction
may then be accessed. The retrieved data for the online bank-
ing transactions are parsed to extract the transaction informa-
tion and/or parameters contained therein. Such parsing opera-
tion can occur in a variety of known ways. However, because
the text contained in online banking transactions is unstruc-
tured (as opposed to the structured tagged elements in a
hypertext markup language (HTML) web page which delin-
eate and make recognizable the various fields or elements of
the web page), in one embodiment predefined templates are
used that have been specifically created to identify the various
individual elements or entities of interest in a given online
banking transaction from a financial institution. Use of these
predefined templates to parse a retrieved online banking
transaction occurs within aggregation computing system 20.
Because it is known from header information which financial
institution is associated with the online banking transaction of
interest, a template specific to the financial institution may be
used.

The above describes parsing of online transaction confir-
mations, online transaction requests, or e-receipt data. As
mentioned, a customer may scan and save paper receipts,
typed or printed notes, invoices, bills of sale, and the like in a
storage device or print and save purchase order and transfer
confirmation communications sent to the customer by the
merchant via a web page. In this instance, the aggregation
computing system 20 may first perform optical character
recognition “OCR” on the scanned or printed receipts prior to
performing the processing performed above. Further, a cus-
tomer may maintain an online account with a financial insti-
tution containing transfer data information. In this instance,
the aggregation computing system 20 will access the data
online via communication with the online banking computing
system to retrieve this data. The aggregation computing sys-
tem 20 may use column and/or row headers associated with
the online data to parse the data, or it may use procedures
similar to the above and discussed below to parse the data into
appropriate fields.

Returning to data processing procedures, in some embodi-
ments, context-free grammars “CFGs” are used to parse fields
from purchase transaction data. In some embodiments,
instead of using grammars for parsing natural language (e.g.,
English) structures, the system may use defined smaller
grammars describing a particular message format, for
example: “(Successful transfer)(Details about transfer)(Date
of transfer)(Remaining balance calculation),” and the like.
Further, the CFGs may be individually defined, such as in a
Backus-Naur Form (BNF) format, or templates may be used
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for data extraction. In instances where templates are used,
these created templates are grammar and can be converted by
known tools, such as Another Tool for Language Recognition
“ANTLR”, into mail-specific grammars or e-receipt-specific
grammars or online customer account information-specific
grammars. ANTLR is then used again to convert these gram-
mars into extraction parsers, which can be used by the aggre-
gation computing system 20 to parse the message bodies,
metadata, online data, or the like, to extract the entities of
interest from them. Examples of such extracted entities
include recipient name, recipient account number, transferor
name, transferor account number, amount, remaining bal-
ance, memo, date, product purchased, payment made, order
number, order date, product description, product name, prod-
uct quantity, product price, product image, hyperlink to the
product information on broker website, order total, billing
address, confirmation number, and the like.

Other extraction parsers may be used, such as regular
expression extraction, which can be used as a brute force
pattern matching approach across the information record.
With this technique, each word in a given order record is
matched against a set of rules. If the rules are met, the piece of
text matching the set of rules is returned. For example, ship-
ping companies frequently use a 21 digit tracking number
beginning with “1Z” or “91.” The aggregation computing
system may scan an entire purchase information record to
find a 21 digit number with “17” or “91” as the first 2 digits.
The matched text can then be extracted and used to determine
shipping information.

In another embodiment, an HTML document object model
(DOM) approach may be used to parse data records. For
example, the metadata associated with an online transfer
between accounts at different financial institution may
include the institution tags. The aggregation computing sys-
tem may use these tags to identify the institution names and/or
accounts. Once relevant information is extracted from online
banking transaction, the information is stored in data records
in a structured database 24.

As is understood, once the transaction data has been
extracted, various information regarding a particular transac-
tion is now known, such as transferor, transferee, amount,
remaining balance, online payment, account number, mer-
chant name, merchant web address, transfer number, transfer
date, transfer description, and the like. This data can be fur-
ther enriched with additional and/or updated information
associated with products or services within the data. For
example, the data may be enriched with transfer information
and the like from an online banking computing system 26. In
particular, the aggregation computing system may (1) com-
municate with the merchant computing system 16 and/or
online banking computing system 26 to generate e-receipts
for online banking transactions within or between financial
institutions or other parties, (2) may determine supplemental
information associated with the online banking transaction,
and/or (3) communicate with the customer regarding
improvements or options available to the customer associated
with the online banking transaction.

The above is a description of a computing system accord-
ing to one embodiment of the present invention. An example
of an aggregation computing system is described in U.S.
Published Patent Application No. 2013/0024525 titled Aug-
mented Aggregation of Emailed Product Order and Shipping
Information, the contents of which are incorporated herein by
reference.

Turning now to FIG. 2, a high-level flow chart of a system
and method for generating an e-receipt for an online banking
transaction is provided. In some embodiments, the system
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includes a computer apparatus including a processor and a
memory; and a software module stored in the memory, com-
prising executable instructions that when executed by the
processor cause the processor to: receive an unstructured
e-receipt from a financial institution (or other entity such as a
merchant), the unstructured e-receipt comprising parameters
of an online banking transaction; identify unstructured data
associated with the parameters; convert the unstructured data
into structured data; and generate an e-receipt for the online
banking transaction using at least the structured data.

In block 202, in some embodiments the system receives an
unstructured e-receipt from a financial institution, the
unstructured e-receipt comprising parameters of an online
banking transaction. An unstructured e-receipt is a commu-
nication from or by a financial institution that includes data in
a format that is not native or accessible to the system. For
example, an unstructured e-receipt may be an email from a
financial institution acknowledging that a transfer request has
completed. The email includes textual information, such as
the amount of the transaction and the recipient account of the
transaction, but the textual information is not labeled in a
structured manner. In other words, the email may include text
describing the online banking transaction, but the text is not
readily transferrable from one format to another or labeled
with the subject matter of the text. In some embodiments, the
unstructured e-receipt is a confirmation page on a website,
such as the confirmation page received after requesting an
online transfer. Again, the confirmation page may include
textual information and may also include metadata in the html
code encoding for the page that describes information about
the online banking transaction, but the textual information
and the metadata are not accessible or usable by the system
without further manipulation. Any type of communication
from a financial institution may be considered an unstruc-
tured e-receipt.

In an embodiment, the unstructured e-receipt includes
parameters of the online banking transaction. Parameters
define the characteristics of the online banking transaction.
For example, the parameters of the online banking transaction
may include the amounts associated with the online banking
transaction, the parties associated with the online banking
transaction, the data and time associated with the online bank-
ing transaction, status of the accounts after completion of the
online banking transaction, products associated with the
online banking transaction (e.g., equities purchased), any
memos or notes associated with the online banking transac-
tion, and the like. As should be understood, online banking
transactions may have various parameters and those param-
eters may change over time. For example, the advent of
mobile devices has led to an increase in online banking trans-
actions facilitated through mobile device apps (e.g., P2P
transfers). The system may also therefore determine param-
eters associated with online banking transactions associated
with mobile devices, such as the device identifier, the channel,
the application, and the like.

In some embodiments, the system determines the param-
eters by evaluating a list provided by one or more financial
institutions, such as the recipient financial institution and the
transferor financial institution. The list may be a default list of
online banking transaction parameters. In a further embodi-
ment, the parameters are selected or input by the customer so
that the parameters of the transaction are customized by the
customer.

As used herein, an online banking transaction means a
transaction that completes at least some part of the transaction
via an online channel. A transaction may be any interaction
between one party or account and at least one more party or
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account. In an exemplary embodiment, a transaction is an
online banking transaction such as a transfer of funds
between accounts. In some embodiments, the online banking
transaction is completed only via online channels such that a
paper trail is not created. In further embodiments, the online
banking transaction is completed primarily through online
channels such that the only steps or activities that do not occur
via the online channel are non-material to the online banking
transaction.

In block 204, the system identifies unstructured data asso-
ciated with the parameters. In an embodiment, unstructured
data are data that do not comply to a uniform structure. For
example, a first financial institution may include data for an
online banking transaction in a first format and a second
financial institution may use a completely different format for
providing information to the customer. In some embodi-
ments, a financial institution will use different formats for
different types of communication to a customer. For example,
a transfer confirmation acknowledging a transaction may
have a first format while a transfer request acknowledging
initiation of the transfer may have a second format.

In some embodiments, the unstructured data includes
metadata provided by one of the parties associated with the
transaction. The metadata is data that are obscure, in a pro-
prietary format, or hidden from view relative to the primary
elements of the communication on the transaction. For
example, a webpage may display a confirmation receipt for a
transfer request. The code behind the webpage, e.g., the html
code, may include metadata related to the destination of the
transfer request, the account number of the transferring
accounts, or the like. In an embodiment, the metadata are not
accessible by the customer but is available to a computerized
system such as disclosed herein.

In further embodiments, the unstructured data are extracted
data from communications from financial institutions. For
example, textual data may be extracted using optical charac-
ter recognition (OCR) technology and/or software. Predictive
technologies may also be used to extract information from a
diverse set of communications from financial institutions.
Metadata may be extracted using html readers and/or OCR
technology. In an embodiment, the unstructured data are
extracted using a combination of translational and recogni-
tion software that both translates the format of the communi-
cation (e.g., binary or comma-delimited) and recognizes the
structure inherent in the translated communication (e.g., rec-
ognizes that the translated word “amount” identifies a param-
eter of the transaction labeled as the amount).

In an embodiment, the metadata and extracted data include
information related to the parameters of the online banking
transaction. The metadata may include amount data, party
data, memo data, category data, timing data, and product level
data. Product level data is information on the products and/or
services associated with a transaction. Product level data may
include the name of the product, a category for the product, a
code associated with the product (e.g., an asset allocation
code, a serial number, or the like), and/or required informa-
tion for the product (e.g., disclosures relating to equities). The
metadata separates the transaction from a single non-infor-
mational record at the financial institution into a data-rich set
that the financial institution, the customer, and/or third parties
may use. In some embodiments, the metadata is used to
provide appropriate or desirable offers to customers.

In some embodiment, the unstructured data also include
transaction level data, such as the date of the transaction, the
total amount ofthe transaction, the location ofthe transaction,
the merchant associated with the transaction (e.g., broker),
the category of the merchant, any contact information for the
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merchant, and the like. In this embodiment, purchase and or
sale of equities such as stocks, bonds, mutual funds, and
certificates of deposit are primarily considered, although
other types of purchases such as insurance policies and the
like may also be included. The transaction level data may be
present in the metadata and/or in extracted data. For example,
the metadata may include the amount of a transfer and the
unstructured e-receipt generated by the financial institution
may also include a textual depiction of the amount of the
transfer.

In some embodiments, the system receives unstructured
data from a customer account. In an embodiment, the system
receives the unstructured data via a network, such as a wired
or wireless network. In an exemplary embodiment, the
unstructured data is received via the Internet. For example,
the unstructured data may be received via the system access-
ing a customer’s account on an external website, e.g. an email
account, an online bill pay account, an online banking
account, or the like. In one example, the customer provides
the customer’s log-in credentials, e.g., username and pass-
word, and the system logs into the customer’s account to
access online banking transaction comprising the unstruc-
tured data. In an embodiment, the system logs into the cus-
tomer’s account with the customer’s permission and scans the
account for unstructured data that may be associated with
transaction data. For example, the system may identify a
transfer request from a financial institution. The system may
also log into a history of the customer’s transactions at
another financial institution to access unstructured data.

In another embodiment, the customer provides the unstruc-
tured data to the system. For example, the customer may
forward the transfer confirmation to an email account asso-
ciated with the system. In one embodiment, the email account
associated with the system is unique to the customer. In a
further embodiment, the email account is an account that
receives unstructured data from more than one customer. For
example, a generic account may be set up to receive unstruc-
tured data from multiple customers. The system evaluates the
unstructured data for both transaction-associated information
as well as customer-identifying information.

In some embodiments, the system receives the unstruc-
tured data on a regular basis. For example, the system may
automatically log into a customer account on a regular basis
to determine online banking transaction data. In another
embodiment, the system receives the unstructured data after
being triggered by the customer. For example, the customer
may request an update of unstructured data related to online
banking transactions. In another example, the customer com-
pletes an online banking transaction via the customer’s finan-
cial institution and the withdrawal or deposit from the cus-
tomer’s financial account is the trigger that causes the system
to receive the unstructured data. The system may determine
that an online banking transaction has occurred, determine
parameters associated with the online banking transaction,
and receive the unstructured data regarding the transaction.

In an embodiment, the customer account is the history of
the customer’s transactions and other actions with a third
party entity, such as another financial institution. For
example, some financial institutions keep records of transac-
tions conducted by customers at the financial institution. The
customer may be able to access these records, such as by
entering a username and password, in order to view a record
of'the transactions conducted by the customer. In many finan-
cial institutions, the records include the parameters associ-
ated with the online banking transaction.

In some embodiments, the system determines a format of
the unstructured data. The format of the unstructured data is
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the layout and structure of the communication that embeds
the unstructured data. For example, a transfer receipt from a
first financial institution may have metadata of a certain for-
mat. A second financial institution, however, may have meta-
data on the transfer in a different format. The system deter-
mines the information by evaluating the images in the
metadata in the transfer receipt or request and extracting
information from the metadata. For example, the system may
evaluate hypertext markup language code in the transfer
receipt to determine generic codes that a financial institution
uses for different types of information. In a further embodi-
ment, the system provider receives information on format of
unstructured data from other financial institutions, stores that
information in a database, and evaluates metadata from the
financial institution by cross-referencing the database.

In an embodiment, the system retains a copy of the format
used by a financial institution. For example, many financial
institutions use the same format for their online banking
transactions with different customers. While the content of
the online banking transaction may change, e.g., the amount
and destination of the transfer, the format of the online bank-
ing transaction remains the same. By saving this format, the
system increases the speed with which the system can iden-
tify the unstructured data. In an embodiment, the system
determines a diagnostic feature of the online banking trans-
action, such as a financial institution name, and then deter-
mines a format for the online banking transaction from a
database.

Inblock 206, the system converts the unstructured data into
structured data. In some embodiments, the conversion is
based on the format of the online banking communication.
Once the system has determined the format of the online
banking transaction, the system is able to convert the unstruc-
tured data in the communication into structured data that the
system may use for many different purposes. For example, the
system may determine that transfer request is from a first
financial institution using a specific format. The system uses
the known format to determine what information in the trans-
fer request to include in the e-receipt, e.g., determines which
information in the transfer request should be used to populate
fields in the e-receipt. For example, the system may identify
the transferor from the metadata in the transfer request and
determine that the name of the financial institution.

In block 208, the system generates a structured e-receipt
for the online banking transaction using at least the structured
data. In an embodiment, a default format for a structured
e-receipt is used. The default format may be particular to a
specific type of online banking transaction. In other words, a
default format for a transfer may be different from a default
format for an online bill pay. In another embodiment, the
format of the structured e-receipt is customized by the cus-
tomer, who may select which fields to include in the struc-
tured e-receipt. In an embodiment, the system provides a
graphical user interface that allows a customer to drag and
drop or otherwise input fields into an e-receipt model in order
to construct a desired structured e-receipt. As the unstructured
data associated with the online banking transaction has been
converted into structured data, the system has identified ele-
ments of the online banking transaction that correspond to
parameters and can input those elements into the structured
e-receipt. The structured data is data that shares a common
format accessible to the system. As should be understood, the
structured data may be stored in a database associated with
the system.

In block 210, the system determines a transaction at a
financial institution corresponding to the structured e-receipt.
In some embodiments, because the transaction is an online
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banking transaction, the system matches the structured e-re-
ceipt to the transaction in the online banking transaction
history. In this manner, the system is able to compare the
structured e-receipt from the transaction to data associated
with transactions at a financial institution, which are also in a
structure accessible to the system. It should be understood
that the structured e-receipt and the transaction in the trans-
action history do not necessarily have every parameter be the
same. For example, the date that a transfer request initiated
from a first financial institution may differ from the date that
the transfer request completed at a second financial institu-
tion. The system matches the online banking transaction
structured e-receipt to the online banking transaction in the
transaction history within a level of error that allows for minor
deviations in the details of the transaction.

In block 212, in some embodiments the system associates
the structured e-receipt with the transaction at the financial
institution. By associating the structured e-receipt with the
transaction, the system makes the structured e-receipt avail-
able to the customer. For example, the customer may go to the
customer’s account register and be able to select alink to view
the structured e-receipt associated with the line item transac-
tion. The association may also facilitate sharing and/or cat-
egorizing of the structured e-receipt or transaction.

Inblock 214, in some embodiment the system provides the
structured e-receipt to the customer or a third party on behalf
of'the customer. The structured e-receipt may be provided in
an electronic format or in a hard copy. In an embodiment, the
structured e-receipt may be downloaded, emailed, or other-
wise communicated to the customer or to a third party at the
request of the customer. In some embodiments, the structured
e-receipt maintains the structured data format within the
structured e-receipt so that the data in the structured e-receipt
may be extracted and used with software that recognizes the
structured data. For example, the customer may push a struc-
tured e-receipt of an equity purchase to a tax planner to assist
the tax planner with completing the customer’s taxes. The tax
planner may have software that extracts the structured data
from the structured e-receipt and thereby receive the param-
eters of the online banking transaction, which otherwise may
be difficult to determine.

In a further example, the structured e-receipt is provided to
a financial institution as evidence of transaction history when
qualifying for a loan. For example, when qualifying for a
mortgage often the lender requires information on all trans-
fers into and/or out of the customer’s accounts. By providing
structured e-receipts to the lender, including in some embodi-
ments e-receipts with structured data, the customer may ease
the process of qualifying for a loan by providing comprehen-
sive data on transfers to the lender.

Turning now to FIG. 3, an exemplary embodiment of a
structured e-receipt associated with the method is provided.
In this example, the structured e-receipt 300 is an e-receipt for
an online banking transfer between two accounts that is gen-
erated by the system. As discussed, the system generates the
structured e-receipt based on at least some of the unstructured
data that has been converted to structured data. The unstruc-
tured data may be extracted from metadata or extracted data
associated with the online banking transaction. In some
embodiments, the structured e-receipt includes various types
of information including: (a) financial institution informa-
tion; (b) transaction information; and (c) supplementary
information. While this example includes at least some of
each type of information, it should be understood that the
structured e-receipt does not necessarily require each type of
information. For example, the supplemental information may
be missing but the system and method may still be able to
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generate a structured e-receipt including financial institution
information and transaction information.

The financial institution information may include the
financial institution name 302, as shown. In further embodi-
ments, additional financial institution information is included
in the e-receipt, such as contact information, address, institu-
tion type or category, internet information for the financial
institution such as web address, and the like. The financial
institution information can be used to assist in determining
the format of the unstructured data within the metadata. For
example, the system may determine the financial institution’s
name, cross-reference the name with a format stored in the
database, and use the stored format to generate the e-receipt.

The transaction information may also be included in the
e-receipt. In some embodiments, a summary of the online
banking transaction is provided in the receipt. The summary
may include the amount of the transaction, the recipient, and
the date of the transaction. In some embodiments, the e-re-
ceipt also includes fields for the amount of the transaction
304, the date of the transaction 306, the recipient of the
transaction 308 (e.g., the transferee), the remaining balance in
the account after the transaction 310, any memos provided by
one or more parties to the transaction 312, the frequency of
occurrence of the transaction 314, and the like. In further
embodiments, the transaction information may include the
transaction time, the transaction location, the channel for
payment of products associated with the transaction (e.g.,
EFT transfer, online bill pay, wireless P2P transfer, or the
like), or other information associated with the transaction
generally.

The supplementary information may include analysis of
the online banking transaction and suggestions or offers from
the merchant based on the analysis 316. For example, the
system may compare details of the e-receipt to previous
actions and/or transactions by the customer. In one embodi-
ment, the system matches the details to the e-receipt, such as
the amount and the recipient, to different transactions by the
user in order to find matching or similar transactions. In an
exemplary embodiment, as shown, the system is able to iden-
tify recurring transactions and suggest implementing an auto-
matic online banking transaction to provide convenience to
the customer. In some embodiments, the comparison between
the online banking transaction that is the subject of the e-re-
ceipt and earlier transactions is based on a statistical analysis
of the similarities between the e-receipt and other transac-
tions or e-receipts.

The system may determine the corresponding transactions
by comparing elements of the structured data and the previous
transaction data. For example, the amount, the date, the finan-
cial institution, and/or the location may be used to determine
a corresponding transaction. In some embodiments, the sys-
tem determines corresponding transactions within a certain
confidence level, such as by determining a likelihood that the
structured data and the transaction would share selected ele-
ments at random. When the likelihood is very small e.g.,
below a predetermined threshold, that the similarities
between the structured data and the transaction would occur
at random, the system determines that the structured data
corresponds to the transaction.

In a further embodiment, the system also assists the cus-
tomer in categorizing online banking transactions based on
the e-receipt. For example, the system may prompt and/or
suggest the customer to categorize the e-receipt. In some
embodiments, the system analyzes components of the e-re-
ceipt to suggest a category. For example, the system may
analyze the memo field, the recipient field, the date field, or a
combination of the fields to determine a likely, based on
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statistical analysis, e.g., >95% confidence, that the online
banking transaction is associated with a specific category
such as rent, mortgage, credit card payment, retirement
account investment, equity purchase, or the like. The system
coordinates with online budgeting software to assist the cus-
tomer in managing categorization of online banking transac-
tions.

In FIG. 4, an exemplary screenshot of an account register at
a financial institution is provided, in accordance with an
embodiment of the invention. The account register 400 may
include various information pages, such as pages on accounts
402, transfers 404, and customer service 406. In some
embodiments, the accounts pages include information on
transactions in various accounts, e.g., checking, credit card,
savings, investment, and the like. In some embodiments, the
transfers page 404 includes information on online banking
transactions such as transfers, online bill pays, equity pur-
chases, and the like. For example, the transfers page 404 may
include the date 408 that a transaction occurred or cleared, a
description of the transaction 410, the amount of the transac-
tion 412, and the balance 414 of the account after the trans-
action clears.

The date of the transaction may be the actual date that the
transaction occurred, the date that the financial institution
received notice of the transaction, an indication that the trans-
action s still in processing, or some other date associated with
the transaction. For example, a transfer request may occur on
the date that it is received. In contrast, an online bill pay
request may occur on a first day and the confirmation of the
receipt may clear on a second day.

As discussed the description in the transaction register is
typically very general. In some embodiments, the transaction
register is updated with information based on the system. For
example, the customer may select 416 a transaction, e.g.,
select a radio button or the like, and information or offers 418
determined by the system may be presented to the customer in
the transfer page 404. In some embodiments, offers are also
provided to the customer. For example, links to offers may be
presented on the transfer page, pop-up windows may present
offers, or the like.

As discussed, financial institution do not receive detailed
information on transactions from financial institutions.
Instead, as shown, the transfer page discloses high-level
information such as the channel by which the transaction
occurred. For example, the channel may include a transfer, an
online bill pay, a credit or the like.

According to various embodiments of the invention, a
financial institution may accept enrollment from customers
and/or merchants into a point of transaction e-receipt com-
munication program whereby enrolled merchants communi-
cate transaction data and/or e-receipts to the financial insti-
tution for aggregation and communication of e-receipts to the
enrolled customers. The financial institution can then provide
e-receipts to the customer over a variety of channels such as
over email, online banking, mobile application or otherwise
without necessarily needing access to a customer’s email
inbox for gathering transaction data. Of course, in some
cases, the financial institution may also gain access to the
customer’s email inbox or other sources of data to supple-
ment the transaction data received from merchants enrolled in
the program.

In various embodiments, a customer may be invited to
enroll in the program at the point of sale or point of transac-
tion (POT). The POT may present the customer, during or
after the transaction, an invitation to enroll in the program.
The merchant, for example, may present a message to the
customer at the POT describing the program and inviting the
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customer to participate. In some cases, the customer of the
merchant may not be a customer of the financial institution
administering the program, in which case, the customer may
become a customer of the financial institution or only enroll in
the program by providing sufficient personal information for
the financial institution to determine the customer’s identity
and associate it with transaction data from merchant transac-
tions.

One benefit of the program is to centralize aggregation and
communication of e-receipts for customer and prospective
customer so that the customers may get a comprehensive view
of their e-receipts from an online banking or mobile applica-
tion.

Referring now to FIG. 5, a flowchart illustrates a method
500 for providing e-receipts to customers. The first step,
represented by block 502, is to receive authorization from a
customer for the customer to be enrolled in a point of trans-
action e-receipt communication program. The next step, rep-
resented by block 504, is to receive transaction data corre-
sponding to at least one transaction performed by the
customer at a point of transaction of a merchant. The final
step, represented by block 506, is to initiate communication,
to the customer, of an e-receipt based at least in part on the
received transaction data.

Referring now to FIG. 6, a flowchart illustrates a method
600 for providing e-receipts to customers using a cooperating
merchant list. The first step, represented by 602, is to access a
cooperating merchant list including information correspond-
ing to a plurality of merchants cooperating with a financial
institution implementing the point of transaction e-receipt
communication program. The next step, represented by block
604, is for each of the plurality of cooperating merchants,
request authorization from the customer for transaction data
associated with any transactions performed by the customer
at the cooperating merchant to be communicated to the finan-
cial institution for the purpose of providing e-receipts to the
customer. The next step, represented by block 606, is to
receive authorization from a plurality of enrolling merchants
for enrollment in the point of transaction e-receipt commu-
nication program. The final step, which may be performed
earlier than some or all the other steps discussed with refer-
ence to FIG. 6, is to build, based on the enrolling merchants,
the cooperating merchant list including information corre-
sponding to the cooperating merchants.

Referring to FIG. 7, aflowchart illustrates a method 700 for
providing e-receipts to customer using a participating cus-
tomer list. The first step, represented by block 702, is to
receive customer identification information from the mer-
chant. Next, represented by block 704, is to access a partici-
pating customer list including information corresponding to a
plurality of customers participating in the point of transaction
e-receipt communication program. Next, as represented by
block 706, is to determine whether the received customer
identification information corresponding to any of the plural-
ity of customers in the participating customer list. Finally, as
represented by block 708, the next step is to, if the customer
identification information corresponds to any of the custom-
ers in the list, initiate communication of a confirmation mes-
sage to the merchant indicating to the merchant that the cus-
tomer is participating in the point of transaction e-receipt
communication program.

Referring now to FIG. 8, a flowchart illustrates a method
800 for providing e-receipts to customers based on customer
identity. The first step, represented by block 802, is to receive
customer identification information. For example, a loyalty
card, membership card or the like may provide customer
identification information to the merchant, which communi-
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cates the customer identification information to the financial
institution. The next step, represented by block 804, is to
determine an identity of the customer based on the received
customer identification information. The next step, repre-
sented by block 806, is to associate received transaction data
with the identity of the customer. The final step, as repre-
sented by block 808, is to generate an e-receipt based on the
associated transaction data and identity of the customer.

One or more of the steps of FIGS. 5, 6, 7 and/or 8 may be
performed by a financial institution system or server. Further,
as discussed elsewhere, one or more of the steps may be
performed by an acquiring bank system or server and/or a
merchant bank system or server.

In various embodiments, the e-receipt is formatted in a
format specified by the merchant. In some cases, the mer-
chant accesses the program in order to confirm the identity of
the customer and/or to confirm that the customer is enrolled in
the program and the merchant communicates the e-receipt to
the customer instead of the financial institution communicat-
ing the e-receipt to the customer. In some cases, the financial
institution provides confirmation to the merchant that the
customer is enrolled in the program and the merchant com-
municates the e-receipt to the customer directly. In some
embodiments, the merchant communicates the e-receipt to
the financial institution concurrently and the financial insti-
tution can then store and aggregate e-receipts for the custom-
ers enrolled in the program.

In some embodiments, the merchant enrolled in the pro-
gram is given an option to choose its own e-receipt design
(whether communicated to the customer directly from the
merchant and/or from the financial institution) or to choose a
standardized e-receipt design and/or financial institution e-re-
ceipt design.

In some embodiments a point of transaction or point of sale
network of one or more merchants is connected with the
financial institution for communicating transaction data and
customer identification information to the financial institu-
tion for use by the systems disclosed herein. In some
instances, more than one network of merchants and/or mer-
chants communicates data to the financial institution and/or
some other system for aggregation of the data and use in the
program for providing e-receipts to customers.

In various embodiments, a third party that administers a
point of transaction or point of sale system at one or more
merchant locations and/or administers a point of transaction
or point of sale network may aggregate transaction and cus-
tomer identification information for use in the methods dis-
closed herein. For example, a third party may administer a
point of sale network for a regional grocery store having
multiple locations spread across a region. This third party
may aggregate information from its POS network and com-
municate it to a server administered by the financial institu-
tion administering the program in order for the server to
determine whether the identification information matches a
customer participating in the program. If so, the financial
institution may communicate one or more e-receipts to the
customer based on the customer’s preferences. Furthermore,
there may be multiple point of sale networks that communi-
cate transaction and customer identification data to one or
more financial institution systems for use by embodiments of
the invention to communicate e-receipts to customers.

In some embodiments, a payment clearinghouse and/or an
acquiring bank or merchant bank may perform some or all of
the steps of the methods discussed herein including managing
the e-receipt communication program by determining identi-
ties of customer and communicating e-receipts to customers.
In some cases, the acquiring bank or merchant bank may
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communicate the e-receipts to the financial institution server,
which then stores the e-receipt information and/or communi-
cates the e-receipt to the customer as well. For example, the
acquiring bank or merchant bank may provide the e-receipt to
the customer and then the financial institution administering
the program may provide the e-receipt in an online banking
and/or mobile application environment for customer access.

In various embodiments, the database storing the partici-
pating (i.e., enrolled) merchant and/or customer lists may be
in the cloud and/or may be stored in a proprietary cloud
maintained by the financial institution.

While certain exemplary embodiments have been
described and shown in the accompanying drawings, it is to
be understood that such embodiments are merely illustrative
of and not restrictive on the broad invention, and that this
invention not be limited to the specific constructions and
arrangements shown and described, since various other
updates, combinations, omissions, modifications and substi-
tutions, in addition to those set forth in the above paragraphs,
are possible.

The steps and/or actions of a method or algorithm
described in connection with the embodiments disclosed
herein may be embodied directly in hardware, in a software
module executed by a processor, or in a combination of the
two. A software module may reside in RAM memory, flash
memory, ROM memory, EPROM memory, EEPROM
memory, registers, a hard disk, a removable disk, a CD-ROM,
or any other form of storage medium known in the art. An
exemplary storage medium may be coupled to the processor,
such that the processor can read information from, and write
information to, the storage medium. In the alternative, the
storage medium may be integral to the processor. Further, in
some embodiments, the processor and the storage medium
may reside in an Application Specific Integrated Circuit
(ASIC). In the alternative, the processor and the storage
medium may reside as discrete components in a computing
device. Additionally, in some embodiments, the events and/or
actions of a method or algorithm may reside as one or any
combination or set of codes and/or instructions on a machine-
readable medium and/or computer-readable medium, which
may be incorporated into a computer program product.

In one or more embodiments, the functions described may
be implemented in hardware, software, firmware, or any com-
bination thereof. If implemented in software, the functions
may be stored or transmitted as one or more instructions or
code on a computer-readable medium. Computer-readable
media includes both computer storage media and communi-
cation media including any medium that facilitates transfer of
a computer program from one place to another. A storage
medium may be any available media that can be accessed by
a computer. By way of example, and not limitation, such
computer-readable media can comprise RAM, ROM,
EEPROM, CD-ROM or other optical disk storage, magnetic
disk storage or other magnetic storage devices, or any other
medium that can be used to carry or store desired program
code in the form of instructions or data structures, and that can
be accessed by a computer.

Also, any connection may be termed a computer-readable
medium. For example, if software is transmitted from a web-
site, server, or other remote source using a coaxial cable, fiber
optic cable, twisted pair, digital subscriber line (DSL), or
wireless technologies such as infrared, radio, and microwave,
then the coaxial cable, fiber optic cable, twisted pair, DSL, or
wireless technologies such as infrared, radio, and microwave
are included in the definition of medium. “Disk’ and “disc”,
as used herein, include compact disc (CD), laser disc, optical
disc, digital versatile disc (DVD), floppy disk and blu-ray disc
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where disks usually reproduce data magnetically, while discs
usually reproduce data optically with lasers. Combinations of
the above should also be included within the scope of com-
puter-readable media

Computer program code for carrying out operations of
embodiments of the present invention may be written in an
object oriented, scripted or unscripted programming lan-
guage such as Java, Perl, Smalltalk, C++, or the like. How-
ever, the computer program code for carrying out operations
of'embodiments of the present invention may also be written
in conventional procedural programming languages, such as
the “C” programming language or similar programming lan-
guages.

Embodiments of the present invention are described below
with reference to flowchart illustrations and/or block dia-
grams of methods, apparatus (systems), and computer pro-
gram products. It may be understood that each block of the
flowchart illustrations and/or block diagrams, and/or combi-
nations of blocks in the flowchart illustrations and/or block
diagrams, can be implemented by computer program instruc-
tions. These computer program instructions may be provided
to a processor of a general purpose computer, special purpose
computer, or other programmable data processing apparatus
to produce a machine, such that the instructions, which
execute via the processor of the computer or other program-
mable data processing apparatus, create mechanisms for
implementing the functions/acts specified in the flowchart
and/or block diagram block or blocks.

These computer program instructions may also be stored in
a computer-readable memory that can direct a computer or
other programmable data processing apparatus to function in
a particular manner, such that the instructions stored in the
computer readable memory produce an article of manufac-
ture including instruction means which implement the func-
tion/act specified in the flowchart and/or block diagram block
(s).

The computer program instructions may also be loaded
onto a computer or other programmable data processing
apparatus to cause a series of operational steps to be per-
formed on the computer or other programmable apparatus to
produce a computer-implemented process such that the
instructions which execute on the computer or other program-
mable apparatus provide steps for implementing the func-
tions/acts specified in the flowchart and/or block diagram
block(s). Alternatively, computer program implemented
steps or acts may be combined with operator or human imple-
mented steps or acts in order to carry out an embodiment of
the invention.

Those skilled in the art may appreciate that various adap-
tations and modifications of the just described embodiments
can be configured without departing from the scope and spirit
of the invention. Therefore, it is to be understood that, within
the scope of the appended claims, the invention may be prac-
ticed other than as specifically described herein.

What is claimed is:
1. A financial institution system for providing e-receipts to
customers, the system comprising:
a computer apparatus including a processor and a memory;
and
a software module stored in the memory, comprising
executable instructions that when executed by the pro-
cessor cause the processor to:
receive authorization from a customer for the customer
to be enrolled in a point of transaction e-receipt com-
munication program;
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receive transaction data corresponding to at least one
transaction performed by the customer at a point of
transaction of a merchant;

initiate communication, to the customer, of an e-receipt
based at least in part on the received transaction data;

access a cooperating merchant list comprising informa-
tion corresponding to a plurality of merchants coop-
erating with a financial institution implementing the
point of transaction e-receipt communication pro-
gram; and

for each of the plurality of cooperating merchants,
request authorization from the customer for transac-
tion data associated with any transactions performed
by the customer at the cooperating merchant to be
communicated to the financial institution for the pur-
pose of providing e-receipts to the customer.

2. The system of claim 1, wherein the executable instruc-
tions further cause the processor to:

request authorization from the customer for the customer

to be enrolled in the point of transaction e-receipt com-
munication program.

3. The system of claim 1, wherein the transaction data is
received as an e-receipt generated by the merchant and based
on the at least one transaction performed by the customer at
the point of transaction of the merchant.

4. The system of claim 1, wherein the customer’s authori-
zation for the customer to be enrolled in the point of transac-
tion e-receipt communication program is received from an
online banking session of the customer.

5. The system of claim 1, wherein the customer’s authori-
zation for the customer to be enrolled in the point of transac-
tion e-receipt communication program is received from a
mobile application session of the customer.

6. The system of claim 1, wherein the executable instruc-
tions further cause the processor to:

receive authorization from a plurality of enrolling mer-

chants for enrollment in the point of transaction e-re-
ceipt communication program; and

build, based at least in part on the plurality of enrolling

merchants, a cooperating merchant list comprising
information corresponding to a plurality of cooperating
merchants cooperating with a financial institution
implementing the point of transaction e-receipt commu-
nication program.

7. The system of claim 1, wherein the executable instruc-
tions further cause the processor to:

receive customer identification information from the mer-

chant;

access a participating customer list comprising informa-

tion corresponding to a plurality of customers partici-
pating in the point of transaction e-receipt communica-
tion program;

determine whether the received customer identification

information corresponds to any of the plurality of cus-
tomers in the participating customer list;

if so, initiate communication of a confirmation message to

the merchant indicating to the merchant that the cus-
tomer is participating in the point of transaction e-re-
ceipt communication program; and

wherein the transaction data is received from the merchant

in response to the merchant receiving the confirmation
message.

8. The system of claim 1, wherein the executable instruc-
tions further cause the processor to:

receive customer identification information comprising

loyalty account information from the merchant;
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determine an identity of the customer based at least in part
on the loyalty account information received from the
merchant; and

wherein initiating communication of the e-receipt to the

customer is based at least in part on the determined
identity of the customer.

9. The system of claim 1, wherein the transaction data
corresponds to a cash transaction performed by the customer
with the merchant and wherein the executable instructions
further cause the processor to:

receive identification information corresponding to an

identity of the customer;

associate the transaction data with the identity of the cus-

tomer;

generate the e-receipt based on the associated transaction

data and identity of the customer; and

wherein initiating communication of the e-receipt to the

customer is based at least in part on the determined
identity of the customer.

10. The system of claim 1, wherein initiating communica-
tion of the e-receipt to the customer comprises initiating
communication of the e-receipt to an email address associ-
ated with the customer, to an online banking repository asso-
ciated with the customer and to a mobile application reposi-
tory associated with the customer.

11. The system of claim 1, wherein the executable instruc-
tions further cause the processor to:

receive, from an online banking session of the customer, a

request for an e-receipt associated with the at least one
transaction; and

wherein initiating communication of the e-receipt to the

customer is in response to receiving the request.

12. The system of claim 1, wherein the executable instruc-
tions further cause the processor to:

receive, from a mobile application session of the customer,

arequest for an e-receipt associated with the at least one
transaction; and

wherein initiating communication of the e-receipt to the

customer is in response to receiving the request.

13. A financial institution system for providing e-receipts
to customers, the system comprising:

a computer apparatus including a processor and a memory;

and

a software module stored in the memory, comprising

executable instructions that when executed by the pro-

cessor cause the processor to:

receive authorization from a customer for the customer
to be enrolled in a point of transaction e-receipt com-
munication program;

receive transaction data corresponding to at least one
transaction performed by the customer at a point of
transaction of a merchant;

initiate communication, to the customer, of an e-receipt
based at least in part on the received transaction data;

receive customer identification information from the
merchant;

access a participating customer list comprising informa-
tion corresponding to a plurality of customers partici-
pating in the point of transaction e-receipt communi-
cation program;

determine whether the received customer identification
information corresponds to any of the plurality of
customers in the participating customer list; and

if so, initiate communication of a confirmation message
to the merchant indicating to the merchant that the
customer is participating in the point of transaction
e-receipt communication program;



US 9,275,418 B2

25

wherein the transaction data is received from the mer-

chant in response to the merchant receiving the con-
firmation message.

14. The system of claim 13, wherein the executable instruc-

tions further cause the processor to:

request authorization from the customer for the customer

to be enrolled in the point of transaction e-receipt com-
munication program.

15. The system of claim 13, wherein the transaction data is

received as an e-receipt generated by the merchant and based 10

on the at least one transaction performed by the customer at
the point of transaction of the merchant.

16. The system of claim 13, wherein the customer’s autho-
rization for the customer to be enrolled in the point of trans-
action e-receipt communication program is received from an
online banking session of the customer.

17. The system of claim 13, wherein the customer’s autho-
rization for the customer to be enrolled in the point of trans-
action e-receipt communication program is received from a
mobile application session of the customer.

18. The system of claim 13, wherein the executable instruc-
tions further cause the processor to:

receive authorization from a plurality of enrolling mer-

chants for enrollment in the point of transaction e-re-
ceipt communication program; and
build, based at least in part on the plurality of enrolling
merchants, a cooperating merchant list comprising
information corresponding to a plurality of cooperating
merchants cooperating with a financial institution
implementing the point of transaction e-receipt commu-
nication program.
19. The system of claim 13, wherein the executable instruc-
tions further cause the processor to:
receive customer identification information comprising
loyalty account information from the merchant;

determine an identity of the customer based at least in part
on the loyalty account information received from the
merchant; and

wherein initiating communication of the e-receipt to the

customer is based at least in part on the determined
identity of the customer.

20. The system of claim 13, wherein the transaction data
corresponds to a cash transaction performed by the customer
with the merchant and wherein the executable instructions
further cause the processor to:

receive identification information corresponding to an

identity of the customer;

associate the transaction data with the identity of the cus-

tomer;

generate the e-receipt based on the associated transaction

data and identity of the customer; and

wherein initiating communication of the e-receipt to the

customer is based at least in part on the determined
identity of the customer.

21. The system of claim 13, wherein initiating communi-
cation of the e-receipt to the customer comprises initiating
communication of the e-receipt to an email address associ-
ated with the customer, to an online banking repository asso-
ciated with the customer and to a mobile application reposi-
tory associated with the customer.

22.The system of claim 13, wherein the executable instruc-
tions further cause the processor to:

receive, from an online banking session of the customer, a

request for an e-receipt associated with the at least one
transaction; and

wherein initiating communication of the e-receipt to the

customer is in response to receiving the request.
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23. The system of claim 13, wherein the executable instruc-
tions further cause the processor to:

receive, from a mobile application session of the customer,

arequest for an e-receipt associated with the at least one
transaction; and

wherein initiating communication of the e-receipt to the

customer is in response to receiving the request.

24. A financial institution system for providing e-receipts
to customers, the system comprising:

a computer apparatus including a processor and a memory;

and

a software module stored in the memory, comprising

executable instructions that when executed by the pro-

cessor cause the processor to:

receive authorization from a customer for the customer
to be enrolled in a point of transaction e-receipt com-
munication program;

receive transaction data corresponding to at least one
transaction performed by the customer at a point of
transaction of a merchant;

initiate communication, to the customer, of an e-receipt
based at least in part on the received transaction data

receive customer identification information comprising
loyalty account information from the merchant; and

determine an identity of the customer based at least in
part on the loyalty account information received from
the merchant;

wherein initiating communication of the e-receipt to the
customer is based at least in part on the determined
identity of the customer.

25. The system of claim 24, wherein the executable instruc-
tions further cause the processor to:

request authorization from the customer for the customer

to be enrolled in the point of transaction e-receipt com-
munication program.

26. The system of claim 24, wherein the transaction data is
received as an e-receipt generated by the merchant and based
on the at least one transaction performed by the customer at
the point of transaction of the merchant.

27. The system of claim 24, wherein the customer’s autho-
rization for the customer to be enrolled in the point of trans-
action e-receipt communication program is received from an
online banking session of the customer.

28. The system of claim 24, wherein the customer’s autho-
rization for the customer to be enrolled in the point of trans-
action e-receipt communication program is received from a
mobile application session of the customer.

29. The system of claim 24, wherein the executable instruc-
tions further cause the processor to:

receive authorization from a plurality of enrolling mer-

chants for enrollment in the point of transaction e-re-
ceipt communication program; and

build, based at least in part on the plurality of enrolling

merchants, a cooperating merchant list comprising
information corresponding to a plurality of cooperating
merchants cooperating with a financial institution
implementing the point of transaction e-receipt commu-
nication program.

30. The system of claim 24, wherein the transaction data
corresponds to a cash transaction performed by the customer
with the merchant and wherein the executable instructions
further cause the processor to:

receive identification information corresponding to an

identity of the customer;

associate the transaction data with the identity of the cus-

tomer;
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generate the e-receipt based on the associated transaction

data and identity of the customer; and

wherein initiating communication of the e-receipt to the

customer is based at least in part on the determined
identity of the customer.

31. The system of claim 24, wherein initiating communi-
cation of the e-receipt to the customer comprises initiating
communication of the e-receipt to an email address associ-
ated with the customer, to an online banking repository asso-
ciated with the customer and to a mobile application reposi-
tory associated with the customer.

32.The system of claim 24, wherein the executable instruc-
tions further cause the processor to:

receive, from an online banking session of the customer, a

request for an e-receipt associated with the at least one
transaction; and

wherein initiating communication of the e-receipt to the

customer is in response to receiving the request.
33.The system of claim 24, wherein the executable instruc-
tions further cause the processor to:

receive, from a mobile application session of the customer,

arequest for an e-receipt associated with the at least one
transaction; and

wherein initiating communication of the e-receipt to the

customer is in response to receiving the request.
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